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***Abstract-****The world with full of devices sensor and other objects which will communicate and make human life far better and easier than ever. Internet of things (IoT) is expected to have a massive impact on consumer product. Internet of Things (IOT) refers to physical and virtual objects that have unique identities and are connected to the internet to facilities intelligent applications that make energy, logistics, industrial control, retail, agriculture and many other domains “smarter”.Internet of Things is a new revolution of the internet that is rapidly gathering momentum driven by the advancements in sensor networks, mobile devices, wireless communication, networking and cloud technologies. In this paper provides the current research work on IOT term.*
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1. **INTRODUCTION**

Internet of Things (IoT) comprise things that have unique identities and are connected to the Internet. While many existing devices, such as networked computers or 4G- enabled mobile phones, already have some form of unique identities and are also connected to the Internet, the focus on IoT is in the configuration, control and networking via the Internet of devices or “things” that are traditionally not associated with the internet. The Internet of Thiongs (IoT) is an emerging paradigam that enables the communication between electronic devices and sensor through the internet in order to facilities our lives. IoT use smart devices and internet to provide innovative solutions to various challenges and issue releated to various business, governmental and public/private industries across the world.IoT has also shown its importance and potential in the economic and industrial grwth of a developing region. A great transformation can be observed in our daily routine life along with the increasing involvement of IoT devices and technology. One such development

of IoT is the concept of smart Home System (SHS) and appliances that consists of internet based devices, automation system for home and reliable management system.



Fig1: General Architecture of IOT

1. **LITETATURE REVIEW**

IoT has multidisciplinary vision to provide its benefits to several domain such as medical, industrial.fig 2 show the few application domains of IoT potentials. Different researchers have explained the IoT differently with respect to specific interest and aspect.



Fig2: Some of the potential application domains of IOT
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1. **METHODOLOGY**

**IoT Architecture and Technology**-The IoT architecture consists of five important layers that defines all the functionalities of IoT systems. These layers are perception layer, network layer, middleware layer, application layer, business layer.This transmission of information may use any wired/wireless medium along with 3G/4G, Wi-Fi, Bluetooth etc. Next level layer is known as middleware layer. The main task of this layer is to process the information received from the network layer and make decisions based on the results achieved from ubiquitous computing. Next, this processed information is used by application layer for global device management. On the top of the architecture, there is a business layer which control the overall IoT system, its applications and services. Figure 3 illustrates such functional blocks of IoT architecture.

****

Fig3:A generic module function of IOT

There are several important functional blocks responsible for I/O operations, connectivity issues, processing, audio/video monitoring and storage management. All these functional block together incorporates an efficient IoT system which are important for optimum performance. Although, there are several reference architectures proposed with the technical specifications, but these are still far from the standard architecture that is suitable for global IoT [[39](https://journalofbigdata.springeropen.com/articles/10.1186/s40537-019-0268-2#ref-CR39)]. Therefore, a suitable architecture is still needsvk to be designed that could satisfy the global IoT needs. The generic working structure of IoT system is shown in . Figure 4 shows a dependency of IoT on particular application parameters. IoT gateways have an important role in IoT communication as it allows connectivity between IoT servers and IoT devices related to several applications.****

Fig4: Working Structure of IOT

1. **MAJOR IOT APPLICATION**

### Emerging economy, environmental and health-care

IoT is completely devoted to provide emerging public and financial benefits and development to the society and people. This includes a wide range of public facilities i.e. economic development, water quality maintenance, well-being, industrialization etc. Overall, IoT is working hard to accomplish the social, health and economic goals of United Nations advancement step. Environmental sustainability is another important concern. IoT developers must be concerned about environmental impact of the IoT systems and devices to overcome the negative impact . Energy consumption by IoT devices is one of the challenges related to environmental impact

### Smart city, transport and vehicles

IoT is transforming the traditional civil structure of the society into high tech structure with the concept of smart city, smart home and smart vehicles and transport. Rapid improvements are being done with the help of supporting technologies such as machine learning, natural language processing to understand the need and use of technology at home Various technologies such as cloud server technology, wireless sensor networks that must be used with IoT servers to provide an efficient smart city. Another important issue is to think about environmental aspect of smart city.

### Agriculture and industry automation

The world’s growing population is estimated to reach approximate 10 billion by 2050. Agriculture plays an important role in our lives. In order to feed such a massive population, we need to advance the current agriculture approaches. Therefore, there is a need to combine agriculture with technology so that the production can be improved in an efficient way. 

Fig5: A working structure of IOT system in agriculture production

1. **IMPORTANCEOF BIG DATA ANALYSTIC IN IOT**

An IoT system comprises of a huge number of devices and sensors that communicates with each other. With the extensive growth and expansion of IoT network, the number of these sensors and devices are increasing rapidly. These devices communicate with each other and transfer a massive amount of data over internet. This data is very huge and streaming every second and thus qualified to be called as big data.The real time traffic information can be collected through IoT devices and sensors installed in traffic signals and this information can be analyzed in an IoT based traffic management system. In healthcare analysis, the IoT sensors used with patients generate a lot of information about the health condition of patients every second. This large amount of information needs to be integrated at one database and must be processed in real time to take quick decision with high accuracy and big data technology is the best solution for this job. IoT along with big data analytics can also help to transform the traditional approaches used in manufacturing industries into the modern one [[63](https://journalofbigdata.springeropen.com/articles/10.1186/s40537-019-0268-2#ref-CR63)]. The sensing devices generates information which can be analyzed using big data approaches and may help in various decision making tasks. Furthermore, use of cloud computing and analytics can benefit the energy development and conservation with reduced cost and customer satisfaction.

1. **CONCLUSION**

Recent advancements in IoT have drawn attention of researchers and developers worldwide. IoT developers and researchers are working together to extend the technology on large scale and to benefit the society to the highest possible level. However, improvements are possible only if we consider the various issues and shortcomings in the present technical approaches. In this survey article, we presented several issues and challenges that IoT developer must take into account to develop an improved model. The digital era revolutionized human society during the last century. In fact, information digitization processes have led to the

design of computers, phones and other machines offering a plethora of applications running on standalone computing machines. Then digitized information transport developed. This has introduced digital communication and networking where machines are connected to form very large networks and offer remote applications. These machines connected to these networks created the opportunity to deploy different services, either in voice communication, data transfer or entertainment, such as TV, and has led to this digital society. Our society is now totally dependent on the biggest ever network, the Internet; one of the major and most astonishing of human inventions. In this network, most of the information traffic is created and generated by people through email, the web and other user services.
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